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Design brief

Goal

UnHack is an android application which is meant to secure people from Data Theft and Several other security issues with their Mobile Phones. 
According to Forbes, 97 % of the mobile malware are meant for android, this fact makes user very suspicious about what is going on in the 
background of the application.

There are several ways one’s device can get a�ected with an malware, Some of them are following :-
 
A) We usually like application which are for free and for the purpose, Instead of downloading them from play store, we usually download it for free 
from some third party website. But There is a hidden cost which we pay for the free application, which is our private data. The third party application 
may contain some extra codes which will make our phone vulnerable to data theft. 
B) We download an application and install it in hurry and never give much importance to several screen which come up while we install app. The 
Permission Screen, Which tells one about which application have access to use what, like GPS, SMS, Contacts and many more. Ignoring this gives 
application all the right to steal our data. Let say for an example if an application have access to see your SMS and also have access to Use internet, 
then it can Read your SMS and send it to the server. 

Design should be simple and easily intractive, focus is to aware and secure personal data wasting less amount of time.
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Application can be �ltered by 
segragating with major application.
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